
Version 5.2.0 – Released Tuesday July 29th, 2014

Avigilon Access Control Manager Enterprise Appliance File 
• 5.2-upgrade

Avigilon Access Control Manager Virtual Files 
• ACM_VM_5.2-disk1.vmdk 
• ACM VM 5.2.mf 
• ACM VM 5.2.ovf

New Features

• Easy to Use Door Event Scheduler 
• Improved Small Screen Support  
• Avigilon Video Viewer Updates  
• Enhanced Safari Browser Support  
• Maximum Number of Tokens Per Identity  
• ACM Professional Appliance 
• Configurable Private System Warning on Login Page 
• Support for Mercury M5-2K subpanel  
• Enhanced ACC/ACM Integration 

Changes

Fixed Issues 
• When setting the time on the appliance page, the page must be refreshed to update the clock
• Unable to modify custom reports in grid view 
•  ACM/ACC integration time zone issue caused the wrong time to be sent from the event viewer to 

the video window 
• ACM appliance sends false start up warning messages
•  Viewing a camera from the Search tab in Firefox and IE resulted in the time-stamp showing “NaNaN”
•  When editing an existing door, selecting and de-selecting a Panel caused a duplicated sub-panel 

to be populated
• Creating a new door without a name caused an error
• Attempting to view video from a camera assigned to an input caused an error
• “Destroy Batch” button had an inconsistent appearance
• SCP Backup/Restore backup had no way to specify a port other than port 22
• Deleting a local event for an output point or subpanel on the Panel Events tab caused an error
• Deleting a token used in a Global Linkage did not remove the token reference from the Linkage
• Leftover/stale PID file references to Thin caused “appliance appears to be starting up…” messages
• Clicking “1 free pass” button on Identity Tokens tab generated an error
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• Exacq: cameras configured for 24x7 motion masking by default were not honored
• Deleting a device used in a Global Linkage did not remove the device reference from the Linkage
• Corrected several Event Report grid view issues
• Javascript caused page reload
• Preview run of CSV collaboration with date errors caused an error
• The Identity Summary Report with a deleted Role reference caused an error
• Clicking the +Camera button in the Search sub tab returned a fatal error
•  Deleting the panel a door is assigned to and reassigning the door to new panel did not 

automatically download the expected access levels
•  When changing the service port on an appliance, monitoring did not work until the appliance was rebooted
• Identity Destroy Batch did not function
•  With Chrome browser, clicking the FF/Rew buttons in the ACC and Exacq integrations resulted in 

the browser becoming non-responsive

Firmware Included

Panel Firmware 
• EP1501-VER-1-17-6.crc 
• EP1501-VER-1-18-8.crc  
• EP1502-VER-1-17-6.crc 
• EP1502-VER-1-18-8.crc 
• EP2500-VER-1-17-6.crc 
• EP2500-VER-1-18-8.crc 
• M5IC-VER-1-18-1.crc  
• M5IC-VER-1-18-8.crc 
• Scp2-AES-VER-3-120.crc 
• Scp2-VER-3-120.crc 
• ScpC-AES-VER-3-120.crc 
• ScpC-VER-3-120.crc 
• ScpE-AES-VER-3-120.crc 
• ScpE-VER-3-120.crc 
Sub-Panel Firmware 
• MR16in-APPL-VER-1-31-1.aax 
• MR16out-APPL-VER-1-31-1.aax 
• MR50-APPL-VER-1-51-0.aax 
• MR51e-APPL-VER-1-4-3.aax 
• MR51e-APPL-VER-1-4-8.aax 
• MR51e-LOAD-VER-1-1-11.aax 
• MR51e-LOAD-VER-1-1-9.aax 
• MR52-APPL-VER-1-51-0.aax 
• MR52-SERIES1-VER-1-11.aax


